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FIRST CHANGE
5.8.2.5.3
Support of Ethernet Switching

When configuring an UPF acting as PSA for an Ethernet PDU Session Type for Ethernet Switching purpose, the SMF may instruct the UPF to act as an IEEE compatible Ethernet Switch to route the traffic based on detected MAC addresses as follows.
-
The UPF learns the MAC address(es) connected via N6 based on the source MAC addresses of the DL traffic received on a N6 Network Instance.
-
The UPF learns the MAC address(es) of UE(s) and devices conncted behind, if any, based on the source MAC address contained within the UL traffic received on a PDU Session (N3/N9 interface).

-
The UPF forwards DL unicast traffic (with a known destination address) on a PDU Session determined based on the source MAC address(es) used by the UE for the UL traffic.

-
The UPF forwards UL unicast traffic (with a known destination address) on a port (PDU Session or N6 interface) determined based on the source MAC address(es) learned beforehand.

-
In the case of multicast and broadcast traffic (if the destination MAC address is a broadcast or multicast address):
-
for DL traffic received by UPF on a N6 interface the UPF should forward the traffic to every DL PDU Session (corresponding to any N4 Session) and other N6 interfaces associated with this Network Instance

-
for uplink traffic received by UPF over a PDU session on a N3/N9 interface, the UPF should forward the traffic to all N6 interfaces and downlink to every PDU session (except toward the N6 interface or PDU session  of the incoming traffic) associated with the same N6 Network Instance

-
for uplink and downlink unicast traffic received by UPF, if the destination MAC has not been learnt, the UPF should forward the traffic to every PDU session and N6 interface associated with the same N6 Network Instance. In any case the traffic is not replicated on the PDU Session or the N6 interface of the incoming traffic.

NOTE :
As an IEEE compatible switch, the UPF can consider a PDU Session or a N6 interface to be active or inactive in order to avoid forwarding loops. User data traffic is not sent on inactive PDU sessions or inactive N6 interface. This could be based on Spanning Tree Protocol or other methods. This release of the specification does not further specify the other methods how the UPF determines whether a PDU Session or N6 interface is considered active or inactive.


.
-
if the traffic is received with a VLAN ID, the above criteria apply only towards the N6 interface or PDU session matching the same VLAN ID, unless the UPF is instructed to remove the VLAN ID in the incoming traffic.

-
if the destination MAC address of traffic refers to the same N6 interface or PDU session on which the traffic has been received, the frame should be dropped.

In order to handle scenarios where a device behind a UE is moved from one UE to another UE, a MAC address is considered as no longer associated with a UPF interface when the MAC address has not been detected as Source MAC address in UL traffic for a pre-defined period of time or it has been detected under a different interface (PDU Session or N6).

For ARP/IPv6 Neighbour Solicitation traffic, a SMF's request to respond to ARP/IPv6 Neighbour Solicitation based on local cache information or to redirect such traffic from the UPF to the SMF overrules the traffic forwarding rules described above.

NOTE 3:
Local policies in UPF associated with the Network Instance can prevent local traffic switching in the UPF between PDU Sessions either for unicast traffic only or for any traffic. In the case where UPF policies prevent local traffic switching for any traffic (thus for broadcast/multicast traffic) some mechanism such as responding to ARP/ND based on local cache information or local multicast group handling is needed to ensure that upper layer protocol can run on the Ethernet PDU sessions.

The SMF may ask to get notified with the source MAC addresses used by the UE.

In order to request the UPF to act as defined above, the SMF may, for each PDU Session corresponding to a Network Instance, set an Ethernet PDU Session Information in a DL PDR that identifies all (DL) Ethernet packets matching the PDU session. Alternatively, for unicast traffic the SMF may provide UPF with dedicated forwarding rules related with MAC addresses notified by the UPF.

NEXT CHANGE

5.8.2.13.0
General

5G-VN group communication may be achieved in two models. The first model is based on SMF-programmed PDRs/FARs  as documented in the rest of 5.8.2.13.0 through 5.8.13.3. The second model is the switching model as documented in 5.8.2.13.4 in case of Ethernet PDU session.
The SMF may configure the UPF(s) to apply different traffic forwarding methods to route traffic between PDU Sessions for a single 5G VN group. For example, depending on the destination address, some packet flows may be forwarded locally, while other packet flows are forwarded via N19 and other packet flows are forwarded to N6.

NEXT CHANGE

5.8.2.13.4
5G-VN based on IEEE Ethernet Switching
5.8.2.13.0 through 5.8.2.13.3 document the group communication model based on SMF-programmed PDRs/FARs. Another model is treating 5G-VN PDU sessions and N6 interfaces as logical interfaces of a switch (in case of Ethernet PDU session) instance for the corresponding 5G-VN. The latter corresponds to 5.8.2.5.3.

With this switching model, 5GS is responsible for establishing the 5G-VN PDU sessions and associating them with corresponding Network Instances for 5G-VNs, and IEEE switching procedures are responsible for determining where to forward traffic. 

Note: even with the switching model, PDRs/FARs can still be used on top of switching. For example, traffic of different flows to the same destination could be forwarded towards the same member (based on MAC address lookup) but with different QoS treatment (based on PDR/FAR where the PDR contains additional information identifying the flows and the FAR contains additional forwarding treatment).

This switching model is further clarified with the following scenarios:

1. No UPF-UPF tunnelling is used – either all group members (UE or N6-connected local members) are anchored at the same UPF, or the switch instances of the same 5G-VN on different UPFs are connected via N6 interfaces.

The switch is IEEE Ethernet compatible. For example, Spanning Tree Protocols (STP) or other methods are used to prevent looping. The other methods are outside the scope of this specification.





2. UPF-UPF tunnelling is used, and the N19 tunnels are treated as N6 interfaces. With this option, when there are more than two UPFs for the same 5G-VN, STP or other methods must be used to prevent looping among UPFs.
NEXT CHANGE
5.29.3
PDU Session management

Session management as defined for 5GS in clause 5.6 is applicable to 5G-LAN-type services with the following clarification and enhancement:

-
A UE gets access to 5G LAN-type services via a PDU Session of IP PDU Session type or Ethernet PDU Session type.

-
A PDU Session provides access to one and only one 5G VN group

-
For the first model of group communication as specified in 5.8.2.13.0 through 5.8.2.13.3, a dedicated SMF is responsible for all the PDU Sessions for communication of a certain 5G VN group and SMF selection is described in clause 6.3.2. For the second model of group communication as specified in 5.8.2.13.4, different SMFs may be used if desired so.
-
During PDU session establishment procedure, SMF retrieves UE subscriber data related to 5G-LAN type service from the UDM based on the DNN provided by the UE. In order to realize N19 traffic routing, SMF correlates the PDU sessions for the same DNN, corresponding to the 5G VN group.

-
For the first model of group communication as specified in 5.8.2.13.0 through 5.8.2.13.3, when generating the corresponding group-level N4 session rules, SMF creates the FAR and PDR based on the PDU session contexts of other group member UEs. SMF provisions the FAR and PDR for 5G VN communication to the UPF acting as PSA.

NOTE 1:
The network is configured so that the same SMF is always selected for a certain 5G VN group for the first model of group communication as specified in 5.8.2.13.0 through 5.8.2.13.3.

NOTE 2:
Having a dedicated SMF serving a 5G VN does not contradict that redundancy solutions can be used to achieve high availability.

NEXT CHANGE
5.29.4
User Plane handling

User Plane management as defined for 5GS in clause 5.8 is applicable to 5G LAN-type services with the following clarifications:

-
For the first model of 5G VN communication documented in 5.8.2.13.0 through 5.8.2.13.3, there are three types of traffic forwarding methods for 5G VN communication:

-
N6-based, where the UL/DL traffic for the 5G VN communication is forwarded to/from the DN;

-
N19-based, where the UL/DL traffic for the 5G VN group communication is forwarded between PSA UPFs of different PDU sessions via N19. N19 is based on a shared User Plane tunnel connecting PSA UPFs of a single 5G VN group.
-
Local switch, where traffic is locally forwarded by a single UPF if this UPF is the common PSA UPF of different PDU Sessions for the same 5G VN group.

· For the second model of 5G VN communication documented in 5.8.13.2.4, the SMF instructs the UPF to associate a PDU session with a Network Instance and autonomously switch traffic based on IEEE procedures.
-
The SMF handles the user plane paths of the 5G VN group, including:

-
The SMF may prefer to select a single PSA UPF for as many PDU sessions (targeting the same 5G VN group) as possible, in order to implement local switch on the UPF.

-
Establishing N19 tunnels between PSA UPFs to support N19-based traffic forwarding.

-
For Ethernet PDU Session, the SMF may instruct the UPF(s) classify frames based on VLAN tags, and to add and remove VLAN tags, on frames received and sent on N6, as described in clause 5.6.10.2.

NOTE 1:
For handling VLAN tags to traffic on N6, TSP ID could also be used as described in clause 6.2.2.6 of TS 23.503 [45].
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�An Ethernet PDU session may be used for Ethernet switching or for “stitching”. This clause is for switching case only, hence changing the title.


�As an IEEE compatible switch with loop prevention based on STP or other methods, multiple N6 interfaces can be supported.


�This entire clause 5.8.2.13.4 is new


�This entire clause 5.8.2.13.4 is new





